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In this paper, we have analyzed voluntary vulnerability
disclosure by firms and its effects on ethical hackers’
participation in their bug bounty programs. Specifically, we
have analyzed the effect of disclosed (patched) vulnerability
reports and how it affects new hackers’ participation in a
bug bounty program. Using a dataset from a leading bug
bounty platform, we have shown that disclosing wvalid
vulnerabilities attracts new hackers to the program and
experienced hackers to the program. However, the
disclosure of invalid reports decreases the participation of
experienced hackers in a program. Our findings broaden
our understanding of working with ethical hackers on bug
bounty programs and contribute to the debate in operations
management on working with a crowd in an open
crowdsourcing platform.



